DEVS-based Data Fusion Command and Control


To connect Command and Control (C2) systems with Data Fusion (DF) systems we begin with the perspective of the Information Exchange Framework to consider how to  integrate all available information and channel just the right information to the consumer at the right time. Data Fusion is a process to refine knowledge from various information sources and bring about integrated pictures of the battlefield [3][4]. Hence, this issue is closely related to implementation of net-centricity to provide valuable information to C2 systems. Although all levels of information are important to commanders, Situation Awareness (SA) for high-level DF process enables DF process to most benefit from SES ontology framework. Moreover, we need effective ways to interact with the distributed fusion architecture in net-centric environments. By introducing Battle Management Language (BML) to formulate pragmatic frames within the  Information Exchange Framework, we can express commanders’ requests and the response of DF systems in an effective way. 
In general, DF systems collect all data in a central fashion and broadcast basic and key information to C2 systems. C2 systems then re-process it with respect to itself to generate customized information by human or computers if it is required. This architecture does not support interaction between C2 systems and DF systems. Our integration scheme can give a systematic method to provide customized information to C2 systems. Some recent research in [58][59] focuses on the user roles in DF process by suggesting additional fusion level, called user refinement level in the Joint Directors of Laboratories (JDL) model. Situation Awareness, based on an ontology concept, is investigated in [37][38]. Since their ontologies were defined in OWL, we need to extend their approach based on SES ontology for C2 systems. The System Entity Structure (SES) was invented to represent structures of system models for modeling and simulation [8], and it is extended as a simulation-based data model approach in the network environment [9][10][11][12]. The SES Ontology organizes information in a hierarchical manner. It places its attention on the roles of information users in the information exchange process in networks and constructs a framework to communicate information. Moreover, it gives a way to exchange data messages by tailoring their structures according to requirements specified in a pragmatic frame. This pruning process reduces communication traffic since pruning minimizes the information volume. We extended this concept to the DF process in sensor networks in [13]. C2 systems need a message format which is inter-communicative between different systems; the message format formulates the C2 systems’ requirements as well. C2 systems usually are involved with humans. On the other hand, DF systems are automated machinery. An attempt for automated message exchange between C2 systems and simulated forces is Battle Management Language (BML) [14]-[22]. BML is being developed to increase interoperability between real C2 systems and simulated troop operations. The main objective of BML is to fill in the gap between human language, more specifically used by military people, and machine understandable language through defining an intermediate language which can be understood by both sides. BML is a well formalized language and part of the multinational operational language called Coalition BML (C-BML) [13][14]. Some efforts to apply BML are discussed in [23][24]. BML is capable of expressing the user’s requirements in an explicit way, and because of this it can be exploited as a tool to give form to pragmatics [13
Different sensors use different data types for their observation data. To overcome this diversity, we need to use an interoperable message format, which can be understood among various types of sensors. Cursor-on-Target (CoT) is a structured machine-to-machine message format for passing key targeting data. It concentrates on What, Where, When (WWW) information, which is used to share the same situational picture or target information among systems. 
A conceptual architecture in which DF systems are integrated with C2 systems in SES Information Exchange Framework (IEF) is shown in Figure 1. 
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Figure 1 Overview of the ontological Data Fusion (DF) system.

First, we develop several SESs of BML, Radar, Relations, Threats, and CoT. The BML-SES is an extended version to formulate pragmatic frames by expressing a commander’s requests for information and sensor reports as indicated by arrow (a) in Figure 1.1. The Radar-SES is an ontological representation of radar data, as shown in (b). The Relations-SES and Threats-SES are intended to define relation and threat types for ontology based SA for Level 2 and Level 3 information of the JDL model as shown in (c) and (d). We develop pruning and transformation operations for ontological Situational Awareness (SA). CoT is adopted to support sensor-to-sensor message passing employing an SES ontology formulation as shown in (e). We develop a restructuring operation to attach Radar-SES under CoT. The target’s temporal and spatial data are used to perform multi-sensor tracking for the Level 1 process in the JDL model as shown in (f). We apply the Kalman Filter (KF) and Nearest Neighborhood (NN) with the gating association technique to produce fused track data in a distributed environment. The approach casts the data fusion process development within an ontological framework that is amenable to modeling and simulation. 

This approach can facilitate the autonomous information exchange between humans and machines as well as machines and machines. 
The evaluation of the proposed SES ontology-based data fusion concept is carried out under using the DEVSJAVA simulation environment using war-game scenarios. 
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Figure 3 War Game models in DEVSJAVA Simview
The TrackDisplay is connected to the commander model. When a report comes with target data it shows them on the screen. We use OpenMapTM library to implement the display [66]. OpenMapTM is a free toolkit to implement applications with geospatial data provided by BBN technology. We can use this API without any restriction and add other functionalities in accordance with our intentions. A screenshot of the TrackDisplay is shown in Figure 4.
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Figure 4 Snapshot of TrackDisplay
The arrow represents a target icon, and trackID is attached to it. For a look-and-feel of threat types, we assume several colors:

· Red : hostile

· Yellow: unknown, neutral

· Blue: Friend

· Black : Action required

OpenMapTM  takes latitude, longitude, and altitude as arguments of location information. On the other hand, we also use Cartesian coordinates. We need to convert Cartesian coordinates into latitude, longitude, and altitude to display the target. 

1.1.1. The results of simulation under scenario 1-1

	Target location
	Relations
	Threat type
	Explanation

	(a)
	NaN
	NaN
	Target initial point

	(b)
	Fast,Closing,Neutral,Hostile,
OutWRange,OutARange
	Cautious
	First response of request

	(c)
	Fast,Closing,Neutral,Hostile,
InWRange,OutARange
	Threat
	Comes in Warning Range

	(d)
	Fast,Traversing,Neutral,Hostile,
InWRange,OutARange
	Threat
	Change Direction

	(e)
	Fast,Traversing,Neutral,Hostile,
InWRange,OutARange
	Threat
	Change Direction

	(f)
	Fast,Traversing,Neutral,Hostile,
OutWRange,OutARange
	Cautious
	Go out of Warning Range

	(g)
	Fast,Away,Neutral,Hostile,
OutWRange,OutARange
	Neutral
	Change Relative direction


Table 2 Changes of relations and threat types with respect to change of target states in scenario 1-1.

At (a) we do not receive any information because we did not request any yet. From (b) we receive information after giving a request. When it comes into the Warning Range, the threat type turns into threat. Even though the target changes its heading, it is still in Warning Range. Therefore, its threat type does not change until it gets out of Warning Range through (c) – (e). When the target flies away from the Warning Range, the threat type becomes Cautious at (f). The relative direction shifts to another category when it gets away from user at (g). 
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Figure 5-9 Illustration of scenario 1-2
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